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Abstract—The objective of cryptography is to make it 

feasible for more than one person to do secure 

communication without intrusion. In the process of sending 

messages, security of the message is an important challenge 

as the messages are more vital or secret and protecting data 

stored in and transferred between distributed components 

from unauthorized access is very important. Cryptography 

provides various ways to safe guard messages but here the 

proposed method will be more concerned with a technique 

of encoding the text in such a way that the recipient can only 

discover the original message without any data loss or 

without any alteration or data getting leaked. In this paper 

highlights the problem and provides some possible approach 

to solve this problem using Fibonacci series. The Encryption 

of data is done by combining the original data with 

Fibonacci numbers to get a Cipher text which is non-

understandable to any intruder. Only the receiver knows 

the logic to do so. 

 

 
Index Terms—encryption, decryption, fibonacci, cipher text. 

I.
 

INTRODUCTION
 

Communication today includes radio communication, 

telephonic communication, network communication and 

mobile communication. And Mobile Message 

communication/ email communication has become a 

daily routine and necessity of every individual or an 

organization as part of their work. But it gives more 

challenges to everyone to safe guard their information 

what they are sending to the reliable receiver.  

As Network communication, especially over the 

internet, has emerged as one of the most powerful 

methods of communication with an over-whelming 

impact on our lives and Rapid advances in 

communication technology have also given rise to 

security threats to every individual and organization. 

Network communication is acting as a back bone for 

information technology applications such as ecommerce, 

e-banking, e-mail, medical databases, and many more but 
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all of them require the exchange of private information 

which is crucial and can be hacked or leaked by any 

intruder. From many years Cryptography is serving the 

purpose by providing various methods and ways to safe 

guard the communication buy providing various 

algorithms.  

II.
 

PROBLEM DEFINITION
 

Communication has become one of the primary ways 

we communicate, both in our personal and professional 

lives.  

Message is a medium by which sender and receiver 

communicates to each other. But sometime it is essential 

to hide their own message from third party in such a way 

that only they two (Sender and Receiver) can understand 

the message, as contents of common SMS messages are 

known to the network operator's systems and personnel, 

or if the user is in the public then there is more chance of 

information getting leaked. For this reason sender should 

encode the data and then he can send the data to the 

receiver. The encoded form cannot be understood by third 

party. When receiver gets it, he/she convert it in to 

original message i.e. he/she decodes it. Here we also 

develop a C program to encode a data and we also 

develop a code to decode the data. 

III.
 

PROCESS
 

User will input the message. The Input will be encoded 

by adding the Fibonacci numbers to the input message to 

generate a cipher text which is non-understandable. 

Example: if the message to be sent is “Job is done” then 

the input is encoded as shown below 

Input details: 

IV.
 

CONVERSION PROCESS
 

If the user had given a message as “JOB”, we follow 

these steps to encode the message. Take the ASCII value 

of every character in the input. Take the Fibonacci series  
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Add the every ASCII value one by one with the 

Fibonacci series number. Example: JOB DONE 

ASCII of J  67 ,  O  72,   B 59, SPACE  37 , D 

 61, N  71, E  62 

First Fibonacci numbers are 0, 1, 1, 2, 3, 5, 7, 13, 21, 

34 …  

Encoding for J  67 + 0  67  

Encoding for O  72 + 1  73 

Encoding for B  73 + 1  60 

Encoding for SPACE  37 + 2  39 

Encoding for D  61 + 3  64 

Encoding for O  72 + 5  77 

Encoding for N  71 + 7  78 

Encoding for E  62 + 13 75  

Encoded Message shown is    JPC”Q]it    

V. FLOW OF WORK 

For Sender: 

 
 

 

For receiver: 

 

VI. METHODOLOGY 

Let us take the input string as  

Logic at the Sender: 

Array a Bangalore 

Array b[0] a[0] + Fib[0] 

                        B   +    0  59 + 0 = 59 

           b[1]  a[1] + Fib[1] 

                        a + 1  97 + 1 = 98 

           b[2]  a[2] + Fib[2] 

                        n   +   1  110+1 = 111    

Logic at Receiver: 

Array b  Bboidqw•z 

Array b[0] a[0] + Fib[0] 

                        B   -    0  59 + 0 = 59  B 

           b[1]  a[1] + Fib[1] 

                        b - 1  98 - 1 = 97  a 

           b[2]  a[2] + Fib[2] 

                        o   -   1  111-1 = 110  n    

VII. RESULT AND DISCUSSION 
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Output-1 

 
 

 
 

 
 

 
 

 
Output-2 

 

 

 

VIII. CONCLUSION 

In this paper, we proposed a novel approach for secure 

way of message communication using Fibonacci series. 

The Encryption of data is done by combining the original 

data with Fibonacci numbers to get a Cipher text which is 

non-understandable to any intruder which give a higher 

level security to the message being hacked. 
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Message Entered by uses 

I am in Bangalore 

What is this?  

 
It’s an Encoded message after adding the Fibonacci 

value with the ASCII value of each character from 

Input. 

What is this?  

 
It’s an Decoded message after subtracting 

the Fibonacci value from the Encoded 

message. 
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